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Decisión relativa a la negativa de la Agencia Europea 
de la Guardia de Fronteras y Costas (Frontex) a 
conceder acceso público a documentos relativos a una 
operación de búsqueda y salvamento (caso 
1610/2021/MIG) 

Decisión 
Caso 1610/2021/MIG  - Abierto el 16/09/2021  - Decisión de 31/01/2022  - Institución 
concernida Agencia Europea de la Guardia de Fronteras y Costas ( No se constató mala 
administración )  | 

El reclamante solicitó a la Agencia Europea de la Guardia de Fronteras y Costas (Frontex) el 
acceso público a los documentos relacionados con una operación de búsqueda y salvamento 
que tuvo lugar en el mar Mediterráneo en mayo de 2021. Frontex identificó trece documentos 
relacionados con la solicitud, pero se negó a conceder el acceso a estos. Al hacerlo, invocó 
una excepción en virtud de las normas de la UE sobre el acceso público a los documentos para
la protección de la seguridad pública. 

El equipo de investigación de la Defensora del Pueblo inspeccionó los documentos en cuestión 
y concluyó que, a la luz del amplio margen de discrecionalidad del que gozan las instituciones 
de la UE cuando consideran que la seguridad pública está en riesgo, la decisión de Frontex de 
denegar el acceso no era manifiestamente errónea. Sin embargo, no estaba claro que ciertas 
fotografías contenidas en los documentos no pudieran divulgarse. Por lo tanto, la Defensora del
Pueblo señaló que Frontex podría reconsiderar su decisión en lo que respecta a dichas 
fotografías. 

A raíz de esta sugerencia, Frontex amplió el acceso a las fotografías pertinentes, algo que el 
reclamante consideró de utilidad. La Defensora del Pueblo acogió con satisfacción la decisión 
de Frontex de ejercer su facultad discrecional a favor de una mayor apertura y transparencia en
un ámbito de especial importancia. 

En lo que respecta a los aspectos procesales del caso, la Defensora del Pueblo observó que 
Frontex había cumplido los plazos prescritos para tramitar la solicitud, y que había facilitado al 
reclamante información exhaustiva y no confidencial sobre la operación en cuestión. 

La Defensora del Pueblo dio por concluida la investigación al no encontrar ninguna situación de
mala administración y elogió a Frontex por haber aceptado su sugerencia. 
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Background to the complaint 

1. In February 2018, the European Border and Coast Guard Agency (Frontex) launched ‘Joint 
Operation Themis’, supporting the Italian authorities with border control, surveillance, and 
search and rescue (SAR) in the Central Mediterranean Sea. [1]  In May 2021, in the context of 
this joint operation, an SAR operation was carried out to assist a small fiberglass boat with nine 
passengers, which had been identified as being in danger at sea. 

2. In August 2021, the complainant, an investigative journalist, asked Frontex for public access 
[2]  to all documents related to the SAR operation, specifically (i) the report on the operation, 
including possible photographic material , as well as any document containing (ii) the 
geographical coordinates and a detailed timeline of the operation, and (iii) information on the 
port of landing of the nine passengers 

3. Frontex identified 13 documents as falling under the request but refused to grant access to 
them. In doing so, it invoked an exception under the EU’s rules on public access to documents, 
arguing that disclosure could undermine the protection of the public interest as regards public 
security [3] . 

4. The complainant requested that Frontex review its decision (making a ‘confirmatory 
application’). In his application, he asked that, should it maintain its decisions to refuse access, 
Frontex provide him with certain information, including a list of the 13 identified documents. 

5. On 10 September 2021, Frontex confirmed its decision to refuse access to the documents it 
had identified, but told the complainant that its media and public relations office would reply to 
his request for information. 

6. Dissatisfied with Frontex’s confirmatory decision, the complainant turned to the Ombudsman. 

The inquiry 

7. The Ombudsman opened an inquiry into the complainant’s position that Frontex was wrong 
to refuse access to the documents at issue. 

8. In the course of the inquiry, the Ombudsman received Frontex’s reply on the complaint as 
well as a copy of Frontex’s media and public relations office’s reply to the complainant. The 
Ombudsman inquiry team also inspected the documents at issue in the complainant’s access 
request. 

Arguments presented 
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9. Frontex  stated that the documents contain sensitive operational information concerning an 
ongoing operation, including information on the type and capability of the equipment used. 
Disclosing this information could benefit criminal networks, as knowledge of this information 
would enable them to  “ to draw conclusions regarding usual positions and movement patterns” 
and “to change their modus operandi and consequently result in hampering the course of 
ongoing and future similar operations, which would put the lives of migrants in danger.” 

10. Frontex also said that the documents contain information on the amount of staff deployed 
and their profiles. Disclosing this information could reveal the weaknesses and strengths of 
Frontex’s operations and thus affect their effectiveness. 

11. Frontex concluded that disclosing the documents would undermine the purpose of Joint 
Operation Themis, namely “to counter and prevent cross-border crime and unauthorized border
crossings”. 

12. The complainant took the view that the coordinates of the SAR operation and the 
information regarding the port of landing of the migrants concerned (points (ii) and (iii) of his 
access request) should not fall into the categories of information that Frontex considers could 
not be disclosed. The complainant thus asked Frontex to share that information, if it maintained 
its decision to refuse access to the documents at issue. 

13. The complainant also requested general information on Joint Operation Themis. 

14. On 28 September 2021, Frontex’s media and public relations office provided the 
complainant with a description of the identified documents and with information on Joint 
Operation Themis, including on the participants. It also provided a detailed description of the 
SAR operation at issue, including some of the specific information sought by the complainant. 

The Ombudsman's assessment 

15. Having reviewed the documents at issue, the Ombudsman can verify that they are 
operational reports and exchanges drawn up in the context of Joint Operation Themis and that 
they contain the information described by Frontex. However, given that the complainant has 
asked for documents related to a specific SAR operation only, these documents appear to fall 
largely outside the scope of the complainant’s access request. 

16. Regarding those parts of the documents that can be considered to be covered by the 
access request, it should be noted that the EU institutions and agencies enjoy a wide margin of 
discretion when determining whether disclosing a document would undermine the public interest
as regards public security. [4] 

17. As such, the Ombudsman’s inquiry aimed to assess if Frontex followed the procedural rules,
accurately described the facts, and provided reasons for its refusal, as well as to assess if there 
was a manifest error in its assessment. 
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18. In justifying its decision to invoke the exception and withhold access, Frontex argued that 
the operational information contained in the documents could be exploited by criminal networks,
thus jeopardising Joint Operation Themis. 

19. In a similar case [5] , the General Court recognised that disclosing information on the 
equipment used in a joint operation led by Frontex could indeed undermine public security. In 
particular, the court found it plausible and foreseeable that traffickers might use such 
information to track and/or attack the entities involved, endangering crews and equipment. [6]  
In the same ruling, the court also noted that the joint operation concerned was still ongoing and 
thus that the identified risks continued to exist. [7] 

20. The information at issue in this case is of the same nature. Besides details on the 
equipment deployed in Joint Operation Themis, it concerns information on the staff involved, the
geographical area of the operation and other operational details. Given the purpose of Joint 
Operation Themis, namely “ to counter and prevent cross-border crime and unauthorized 
border crossings” , Frontex position that disclosing this information would undermine the 
operation and thus undermine public security cannot be seen as manifestly wrong. 

21. Having said that, it was not clear (from the perspective of an outside observer) why 
disclosing certain photographs of the boat that was the subject of the SAR operation would 
pose a particular risk to public security. These photographs appeared to have been taken from 
afar and to not show any equipment or staff involved in Joint Operation Themis. They also did 
not seem to allow for the identification of the passengers on the boat. 

22. Given that the complainant had explicitly asked for possible photographic material, the 
Ombudsman therefore made a suggestion to Frontex, noting that Frontex could consider 
disclosing those photographs, subject to any necessary redactions. 

23. Frontex accepted this suggestion. It reconsidered its decision in relation to those 
photographs and, following an additional assessment by operational staff, disclosed the 
photographs, redacting limited geographical and personal data. 

24. The complainant welcomed this step. 

25. The Ombudsman commends Frontex for its receptiveness and for its decision to exercise its
discretion in favour of greater openness and transparency in an area that is of particular 
importance. 

26. As regards the procedural aspects of the case, the Ombudsman’s inquiry did not identify 
any shortcomings in how Frontex dealt with this case from a procedural point of view. 
Specifically, Frontex assessed each of the documents individually, described the content of the 
documents accurately and provided detailed reasons as to why it considered that the 
documents could not be disclosed. Frontex also replied to the complainant within the prescribed
time limits [8] . 
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27. In addition, Frontex has provided the complainant with information on the nature of the 
documents and has addressed the questions that he raised in his confirmatory application, to 
the extent it deemed possible. The Ombudsman thus considers that Frontex has acted 
reasonably. 

Conclusion 

Based on the inquiry, the Ombudsman closes this case with the following conclusion [9] : 

There was no maladministration by Frontex. Frontex also agreed to the Ombudsman’s 
suggestion on one aspect of the case. 

The complainant and Frontex will be informed of this decision . 

Rosita Hickey Director of Inquiries 

Strasbourg, 31/01/2022 

[1]  See https://frontex.europa.eu/we-support/main-operations/operation-themis-italy-/ [Enlace]

[2]  Under Regulation 1049/2001 regarding public access to European Parliament, Council and 
Commission documents: 
https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=celex%3A32001R1049 [Enlace], applicable 
to Frontex pursuant to Article 114(1) of Regulation 2019/1896 on the European Border and 
Coast Guard: https://eur-lex.europa.eu/eli/reg/2019/1896/oj [Enlace]. 

[3]  In accordance with Article 4(1)(a), first indent of Regulation 1049/2001. 

[4]  See, for example, judgment of the General Court of 11 July 2018, ClientEarth v Commission 
, T-644/16: 
http://curia.europa.eu/juris/document/document.jsf?text=&docid=203913&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=46943 
[Enlace]. 

[5]  Judgment of the General Court of 27 November 2021, Izuzquiza, Semsrott v Frontex , 
T-13/18: 
https://curia.europa.eu/juris/document/document.jsf?text=&docid=221083&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=22560026 
[Enlace]. 

[6]  Ibid, paragraphs 72ff. 

https://frontex.europa.eu/we-support/main-operations/operation-themis-italy-/
https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=celex%3A32001R1049
https://eur-lex.europa.eu/eli/reg/2019/1896/oj
http://curia.europa.eu/juris/document/document.jsf?text=&docid=203913&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=46943
https://curia.europa.eu/juris/document/document.jsf?text=&docid=221083&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=22560026
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[7]  Ibid, paragraphs 76ff. 

[8]  See Articles 7 and 8 of Regulation 1049/2001. 

[9]  This complaint has been dealt with under delegated case handling, in accordance with the 
Decision of the European Ombudsman adopting Implementing Provisions [Enlace]. 

https://www.ombudsman.europa.eu/en/legal-basis/implementing-provisions/en#hl10

