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Решение относно отказа на Европейската служба за 
външна дейност да предостави публичен достъп до
документация, свързана с полицейската мисия на 
ЕС за Палестинските територии (случай 
2051/2021/MIG) 

Решение 
Случай 2051/2021/MIG  - Открит на 25/11/2021  - Решение от 07/03/2022  - Засегната 
институция Европейска служба за външна дейност ( <p>Не e установено лошо 
администриране</p> )  | 

Случаят се отнася до искане за публичен достъп до документи във връзка с гражданска 
мисия на ЕС в палестинските територии. ЕСВД е определила шест документа, които 
попадат в обхвата на заявлението за достъп на жалбоподателя и е отказала достъп. По 
този начин службата се позовава на изключения от законодателството на ЕС за 
публичния достъп до документация с аргумента, че оповестяването на документацията 
може да накърни обществения интерес по отношение на обществената сигурност и 
международните отношения. 

Екипът на омбудсмана по проверката разгледа въпросната документация и получи 
допълнителни конфиденциални пояснения от страна на ЕСВД. Въз основа на това и като 
се има предвид широкото право на преценка, с което разполагат институциите на ЕС за 
случаите, в които считат, че обществената сигурност и международните отношения са 
изложени на риск, омбудсманът констатира, че решението на ЕСВД да откаже достъп не 
е било явно погрешно. Като се има предвид, че въпросният обществен интерес не може 
да бъде заменен от друг обществен интерес, който се счита за по-важен, омбудсманът 
приключи разследването на случая и не установи наличие на лошо управление. 

Background to the complaint 

1. In 2006, the EU established the European Union Police and Rule of Law Mission for the 
Palestinian Territory (‘EUPOL COPPS’). EUPOL COPPS’s objective is to assist the Palestinian 
Authority in building its institutions, for a future Palestinian state, with a focus on security and 
justice sector reforms. [1]  Its mandate is extended annually by a decision of the Council of the 
EU that is informed by a strategic review report prepared by the European External Action 
Service (EEAS). [2] 
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2. In July 2021, the complainant, a journalist, asked the EEAS to grant public access [3]  to (i) 
any notes on EUPOL COPPS and its activities drawn up for the EU High Representative, as 
well as (ii) any minutes, transcripts and internal reports of all meetings which the High 
Representative held with representatives of EUPOL COPPS, since December 2019. 

3. The EEAS identified six documents as falling under the scope of the complainant’s access 
request, namely its most recent strategic review report and five documents that are classified 
(four six-monthly reports on EUPOL COPPS and one special report on anti-corruption drawn up 
by the Mission). The EEAS refused to give access to these documents, relying on the need to 
protect the public interest as regards public security, defence and military matters and 
international relations. [4] 

4. In September 2021, the complainant asked the EEAS to review its decision (by making a 
‘confirmatory application’). 

5. The EEAS then issued a confirmatory decision maintaining that access must be refused. 
However, it no longer relied on the need to protect defence and military matters. 

6. Dissatisfied with this reply, the complainant turned to the Ombudsman in November 2021. 

The inquiry 

7. The Ombudsman opened an inquiry into the EEAS’s refusal to grant public access to the 
requested documents. 

8. In the course of the inquiry, the Ombudsman inquiry team met with representatives of the 
EEAS. The inquiry team also inspected the strategic review report as well as a sample of the 
classified documents at issue. Subsequently, the Ombudsman drew up a report on the 
inspection and meeting, on which the complainant made comments. 

Arguments presented 

At the confirmatory stage 

9. In his confirmatory application, the complainant argued that the exception for the protection of
the public interest as regards international relations is not applicable given that the Palestinian 
Authority is not recognised as a state. The complainant also contended that disclosure would 
increase public security rather than undermine it, because transparency increases citizens’ trust
in public authorities. 

10. In its confirmatory decision, the EEAS said that the documents include a detailed analysis of
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the political and security environment in which EUPOL COPPS operates, and of certain aspects
of the Palestinian institutions and processes within the security and justice sectors. The EEAS 
considered that disclosure of the documents would reveal possible shortcomings and gaps and 
would thus pose a threat to Palestinian public security. 

11. The EEAS also argued that disclosure would severely undermine the trust needed for the 
cooperation between EUPOL COPPS and the Palestinian Authority, thereby impeding the 
Mission’s activities, and that it would damage the EU’s relations with the other stakeholders 
involved. 

12. The EEAS emphasised that the Mission operates in a delicate political situation and 
considered that disclosure of the documents would jeopardise the efforts made towards 
strengthening the stability of the region concerned. 

Before the Ombudsman 

13. In his complaint to the Ombudsman, the complainant added that the EEAS had not put 
forward any evidence that suggests that disclosure would undermine public security. The 
complainant also argued that EUPOL COPPS does currently not meet the most basic standards
of accountability and transparency. 

14. In the meeting with the Ombudsman inquiry team, the EEAS explained that, when drawing 
up a strategic review report, it relies heavily on the input from all stakeholders involved. This 
includes other EU actors, such as the European Border and Coast Guard Agency (Frontex), but
also United Nations Agencies, Palestinian institutions and organisations, and non-EU countries. 
It considered that, to ensure that the EEAS obtains the required information, it is important to 
maintain the mutual trust with those stakeholders, which would be breached if the documents 
were disclosed. 

15. The EEAS also stated that the need to protect international relations and the need to protect
public security are interrelated, as a loss of the stakeholders’ trust would in turn diminish the 
EU’s role as a security provider in the region concerned. 

16. The EEAS also took the view that disclosure could undermine the decision-making leading 
to the adoption of its strategic review reports. [5]  However, the EEAS had not considered it 
necessary to rely on this exception, given that this document was deemed to be covered in its 
entirety by the two exceptions invoked. 

17. The EEAS also provided the Ombudsman inquiry team with further, confidential details as to
why access had to be refused. [6] 

18. In his comments on the meeting report, the complainant argued that there is a public 
interest in disclosure, namely in knowing the nature of the relationship between EUPOL COPPS
and Frontex (which the EEAS had referred to) and in verifying whether these EU bodies respect
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fundamental rights. 

19. The complainant also contended that the exception for the protection of international 
relations should not apply to the EU’s relations with Israel. 

The Ombudsman's assessment 

20. Based on the inspection of the documents at issue, the Ombudsman can verify that they 
contain the information described by the EEAS. 

21. The EU institutions enjoy a wide margin of discretion when determining whether disclosing a
document would undermine any of the public interests protected under Article 4(1)(a) of the EU 
legislation on public access to documents (Regulation 1049/2001), such as the protection of 
public security and the protection of international relations. [7] 

22. As such, the Ombudsman’s inquiry sought to determine if there was a manifest error in the 
EEAS’s assessment on which it based its decision to refuse access to the documents it had 
identified as falling under the scope of the complainant’s request. 

23. To that end, the Ombudsman’s inquiry team inspected the documents and obtained 
additional explanations from the EEAS, including confidential information that it could not share 
with the complainant so as not to undermine the very interests it aims to protect. On the basis of
this information, the Ombudsman finds that it was not manifestly wrong for the EEAS to 
consider that disclosing the documents falling within the complainant’s access request could 
undermine the public interest as regards public security and as regards the EU’s international 
relations. 

24. In addition, in light of the wording of Article 4(1)(a), 3rd indent of Regulation 1049/2001, the 
exception for the protection of the public interest as regards international relations does not 
seem to be limited to the EU’s relations with states . Irrespective of that, the Ombudsman notes 
that the majority of the relevant stakeholders concerned are either (non-EU) countries or 
international bodies whose members include non-EU countries. It is therefore clear that this 
exception can be invoked in this case. 

25. The EEAS also clarified during this inquiry that all documents at issue are covered by both 
exceptions it relied on. The Ombudsman considers this view to be reasonable. 

26. The public interests protected under Article 4(1)(a) of Regulation 1049/2001 cannot be 
superseded by another public interest that is deemed more important. This means that, if an 
institution considers that any of these interests could be undermined by disclosure, they must 
refuse to give access. Thus, the complainant’s arguments concerning a possible overriding 
public interest in disclosure could not be considered. 

27. In light of all this, the Ombudsman finds that the EEAS was justified in refusing to grant 
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public access to the documents at issue. 

28. Given the sensitive nature of the information contained in the documents at issue, the 
Ombudsman also considers that the EEAS provided the complainant with sufficient reasons for 
its decision to refuse access. 

Conclusion 

Based on the inquiry, the Ombudsman closes this case with the following conclusion: 

There was no maladministration by the European External Action Service. 

The complainant and the EEAS will be informed of this decision. 

Emily O'Reilly European Ombudsman 

Strasbourg, 07/03/2022 

[1]  For more information, visit: https://eupolcopps.eu/en [Връзка]. 

[2]  The latest decision was adopted in June 2021, see Council Decision (CFSP) 2021/1066 
amending Decision 2013/354/CFSP on the European Union Police Mission for the Palestinian 
Territories (EUPOL COPPS): 
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32021D1066 [Връзка]. 

[3]  Under Regulation 1049/2001 regarding public access to European Parliament, Council and 
Commission documents: 
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex:32001R1049 [Връзка]; applicable to 
the EEAS pursuant to Article 11(1) of the Council Decision 2010/427 establishing the 
organisation and functioning of the European External Action Service: 
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32010D0427&from=ES 
[Връзка]. 

[4]  In accordance with Article 4(1) (a), 1st, 2nd and 3rd indent of Regulation 1049/2001. 

[5]  In accordance with Article 4(3) of Regulation 1049/2001. 

[6]  The full meeting report is available at: 
https://www.ombudsman.europa.eu/en/doc/inspection-report/en/153282 [Връзка]. 

https://eupolcopps.eu/en
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32021D1066
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex:32001R1049
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32010D0427&from=ES
https://www.ombudsman.europa.eu/en/doc/inspection-report/en/153282
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[7]  See, for example, judgment of the General Court of 11 July 2018, ClientEarth v Commission 
, T-644/16: 
http://curia.europa.eu/juris/document/document.jsf?text=&docid=203913&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=46943 
[Връзка]. 

http://curia.europa.eu/juris/document/document.jsf?text=&docid=203913&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=46943

